
C O R E M O  D  U L E  S

D E  F  E  N S  E
Coordinated resistance to incidents, vulnerabilities and threats. Our Cyber Defense Operations are centered 
and designed around the defense-in-depth strategy and is intended to protect your data, networks, and 
users. Modeled after the NIST Cybersecurity Framework, among others, our defense operation activities 
provides a 360 defensible position that is backed by OSINT,  threat intelligence, and active threat hunting 
activities to manage the threat landscape.

A t a q a n  C y b e r ®

Ataqan Cyber® is a holistic cybersecurity solution that can be tailored to your mission needs while leveraging
industry standards, subject matter expertise, and past performance driven experience protecting you and
your organization. We are proud to provide this solution as an answer to the continued need for defense
against the various adversaries that persist, while pushing innovation by dynamically changing the platform to
protect against threats, vulnerabilities, and the evolving technology landscape.

W H A T   I S

O F F E N S E
Active identification of threats and vulnerabilities. Our experts work to close the g a p between discovery and
action. Designed and developed to be proactive in the defense of our clients’ infrastructure, we work to
safeguard operations from prolonged outages, identify and address threats or vulnerabilities, and provide
solutions that assist in resiliency long-term.

T R A I N I N G
Continuous education to support a resilient team. We develop and implement training programs that
create organization-wise awareness and thorough skillset growth regarding cybersecurity, taking the time
to make sure each person can effectively and proactively protect your infrastructure, regardless of their
background of previous knowledge.

A R C H I T E C T U R E & E N G I N E E R I N G
Designing and guiding implementation of new infrastructures. Our industry-leading experts, engineers, and
architects provide an evolving set of skills to design, implement, and deploy infrastructure requirements such
as data protection, defensive and offensive strategies, and risk management activities to address risk, ensure
your privacy, and keep operations steady.

G O V E R N A N C E , R I S K , & C O M P L I A N C E ( G R C )
Deploying controls to further security and business goals while evolving industry best practices. Our
proactive and innovative GRC approach leads organizations to operating efficiently and effectively for
years to come. We provide a recurring process dedicated to addressing any current [or future] threats,
risks, or vulnerabilities that may present themselves.

a leutfederal .com/cyb ersecur i ty



N o t a b l e  C o n t r a c t R e f e r e n c e s

Colorado Springs, C O  - USAF Academy (USAFA) Advisory and Assistance Services (A&AS) (TCV $14M)

Peterson AFB, C O  - Advanced Space Operations School (TCV $20M)

Peterson AFB, C O  - Primary Information Technology (IT) & Cyber Related Data-Systems (PICRD) Support (TCV $21M)

Edgewood,  MDUS - Army MEDCOM IT Support Services (TCV $15M)

C O N U S  - D C G S  Program Management Office (PMO) (TCV $25M)

Colorado Springs, C O  - 319th Combat Training Squadron (319 CTS)  (TCV $20M)

Maximize the benefits of an ANC 
to achieve your mission

Claim Categories
Satisfy up to three categories in your small business 
contracting  plan:  Small  Business, Native  American  / 
Tribal, 8(a) Economically Small Disadvantaged Business 
(13 CRF 124.109(a)(2)).

Subcontracting Rebate
Apply for a 5% subcontracting rebate under the Indian- 
Owned Economic Enterprise if either of the following 
clauses are present in the contract (48 CFR 52.226-1) or 
(DFAR 252.226-7001).

Sole Source Advantages
Expedite procurements by utilizing SBA sole source 
contracting advantages:

✓ Up to $25M without justification (48 CFR 19.808-1)

✓ DoD up to $100M without justification (48 CFR 206)

✓ 8(a) Sole Source awards cannot be protested 
(13 CFR 124.517(a))

Contract ing A d v a n t a g e s  through the S B A  
S ole  Source  Process Cannot  Be  Protested 
U p  to $ 1 0 0 M  Total Contract  Value

Want to learn more? Contact:

W H A T   I S

O u r  M i s s i o n

G e o f f  V a u g h a n
Senior Vice President, 
Mission & Technology

571-345-8760

geoff.vaughan@aleutfederal.com

A n d y  W a s k o w
Technology Senior Manager

703-499-2118

andrew.waskow@aleutfederal.com

aleutfederal .com/cybersecurity

At Aleut, we distinguish ourselves from other Alaska
Native-owned enterprises by delivering the resources
and stability of a large corporation with the customer
care, agility, and approachability of a small business.
We leverage the complementary strengths of our
leadership and employees to create mission-critical
solutions for both government and private sector
clients. Our philosophy extends beyond a typical
consumer relationship. “We are one” – not just the
client and the contractor, but any person or business
who impacts the process.

A L E U T  G O V E R N M E N T  C U S T O M E R S


	Ataqan	Cyber®
	Slide Number 2

